
Security and Risk Management
Initiative-taking Strategies for a Resilient Future

What You Get
By partnering with us, you gain:

• A tailored Risk Management framework to 

navigate uncertainties effectively.

• Advanced Cyber Risk Management solutions to 

protect your digital infrastructure.

• Tools, training, and insights to embed a culture of 

risk awareness throughout your organization.

• Confidence in your ability to respond to 

challenges and capitalize on opportunities in a 

dynamic environment.

The Results
With our Risk Management services, your 

organization will:

• Proactively manage enterprise-wide risks for 

enhanced strategic alignment.

• Strengthen Cyber security defenses against an 

evolving threat landscape.

• Improve regulatory compliance and corporate 

governance.

• Build a resilient foundation that safeguards your 

people, assets, and reputation.

In an increasingly complex and interconnected world, organizations face 

diverse and dynamic risks that threaten their operational stability, financial 

performance, and strategic objectives. Our Risk Management Advisory 

service empowers leadership teams and boards with the tools, frameworks, 

and insights needed to navigate uncertainty and build organizational 

resilience.

What We Offer
Our Risk Management services focus on two areas: Enterprise Risk 

Management (ERM) and Cyber Risk Management (CRM). Both are 

designed to address your organization's unique challenges, leveraging 

industry best practices to mitigate threats and seize opportunities 

effectively. Both processes employ a similar methodology to compare 

cyber risk with other risks within the value chain.

1. Enterprise Risk Management (ERM)

ERM is a comprehensive approach to identifying, assessing, and managing 

risks that could impact the achievement of your organization's goals. Our 

ERM services include:

• Risk Identification and Prioritization: Comprehensive evaluations of 

operational, strategic, financial, and compliance risks throughout the 

value chain.

• Risk Mitigation Planning: Development and implementation of tailored 

risk management strategies aligned with your organizational objectives.

• Governance and Reporting: Designing robust frameworks for monitoring, 

reporting, and decision-making to ensure ongoing risk oversight.

• Cultural Integration: Embedding risk awareness into organizational 

culture to empower teams at all levels to proactively manage risks.
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Our process typically 
includes:
• Risk Assessment: Analyzing your organization's 

security and risk exposure.

• Strategic Planning: Creating actionable plans to 
address identified risks and enhance your security 
posture.

• Implementation Support: Guiding your team 
through the execution of security measures and 
initiatives.

• Leadership Engagement: Educating and 
empowering executives and boards to make 
informed security decisions.

• Continuous Monitoring: Ensuring ongoing 
improvement to adapt to emerging threats and 
evolving business needs.

Our mission
At Monoceros Security, we’re committed to helping 
your organization anticipate, manage, and mitigate 
risks with clarity and confidence. Together, we’ll 
create a secure and resilient environment that 
empowers you to achieve success in an uncertain 
world.

2. Cyber Risk Management (CRM)

In today’s digital-first landscape, cyber threats pose some of the most 

significant risks to organizations. Our CRM services focus on 

safeguarding your digital assets and ensuring business continuity. Key 

offerings include:

• Threat and Business Impact Assessments: Identification of 

weaknesses in your Cyber security framework, impact to critical 

business functions and recommendations for improvement.

• Risk Mitigation Planning: Development and implementation of 

tailored risk management strategies aligned with your organizational 

objectives.

• Compliance Support: Ensuring adherence to international and local 

Cyber security regulations and standards.

• Governance and Reporting: Designing robust frameworks for 

monitoring, reporting, and decision-making to ensure ongoing risk 

oversight.

How We Work
Our approach is practical, collaborative, and tailored to your specific 

needs. We begin by understanding your organization’s current security 

and risk management framework, identifying strengths and areas for 

improvement. From there, we work closely with your leadership team to 

develop and implement effective solutions.
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PER SILBERG HANSEN
Executive Advisory – Risk and Cyber security

BACKGROUND
A seasoned professional with extensive experience across Cyber security and Risk Management, including IT 
Security Leadership, Crisis Management, Supply Chain, and Value Chain Risk Management at operational 
and strategic levels. Proven ability to excel in cross-functional collaboration across global organizations, 
engaging effectively with teams and stakeholders at all levels.

KEY COMPETENCIES
Expert in driving pragmatic, business-focused solutions that deliver measurable value outcomes, including Risk 
Management, IT Disaster Recovery, Crisis Management, and IT Security Strategies. 

Skilled in balancing business operations with project objectives, ensuring alignment with strategic goals and 
communicating effectively with project owners and key stakeholders.

Excels in creating impactful results through Leadership, Mentorship, Development, and Empowerment, with a 
preference for tasks involving broad responsibilities and high business impact.

PROFESSIONAL EXPERIENCE
Former roles include senior leadership positions at Prueba Cyber security, Improsec – Itm8, Sydbank A/S, 
Bestseller A/S, Ecco Sko A/S, and Danfoss A/S. 

Demonstrated success in implementing high-value projects and fostering organizational resilience

EXECUTIVE ADVISORY
 Working with boards and executive management

 Business Continuity / Crisis Management

 Enterprise Risk Management 

 Cyber Risk Management

 Building security strategies and roadmaps

 Security investments and organizational development

 Advising existing Security Management or acting as interim CISO

CERTIFICATIONS
 Bestyrelsesuddannelse – Executive Cognito

 CISM (Certified Information Security Manager)

 CISSP (Certified Information Systems Security Professional)

 ESL (Eksamineret Sikkerhedsleder)

 ITIL Foundation V3

PER SILBERG HANSEN
Executive Advisory – Risk and Cyber 
security 

+45 5130 3200
psh@monoceros.dk
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Experience with 
large events
 Crisis Management at +20 cyber 

attacks

 Communication crisis / 

“Shitstorms”

 Server breakdowns, network 

failure, etc.

 Natural disasters (major flooding, 

mud volcano)

 Fire, toxic gas outlet

 Strike

 Riots

 Several large fraud 

investigations
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