
Security Partner
Building a Stronger Defense for Your Organization What You Get

By partnering with us, you gain:

• A comprehensive security strategy tailored 

to your organization’s risk profile.

• Access to experienced interim leadership 

for seamless transitions and expert decision-

making.

• In-depth guidance on cyber insurance to 

protect against financial losses from cyber 

incidents.

• Practical tools, plans, and frameworks to 

build a resilient organization.

The Results
With our support, your organization will:

• Strengthen its defenses against evolving 

cyber threats.

• Gain clarity and confidence in managing 

security risks.

• Reduce the financial and reputational 

impacts of cyber incidents.

• Ensure regulatory compliance and 

alignment with industry standards.

In today’s evolving threat landscape, organizations face increasing challenges in 

protecting their critical assets and ensuring operational continuity. Our Security 

Partner service equips top leaders and boards with strategies and insights to 

manage security threats and mitigate risks effectively.

What We Offer
Our services focus on three key areas: Executive Advisory, Interim Chief Information 

Security Officer (CISO) support, and Cyber Insurance Advisory. Each service is 

designed to meet the unique needs of your organization, providing tailored solutions 

based on proven ability and industry best practices.

Executive Advisory – Risk and Cyber Security
We serve as your strategic security partner, working alongside your leadership team 

to assess, strengthen, and keep your organization’s security posture. Our focus areas 

include:

• Conducting comprehensive security assessments to identify vulnerabilities and 

recommend actionable improvements.

• Design and implementing risk mitigation strategies that align with your business 

objectives.

• Supporting compliance with Danish and international security standards, ensuring 

your organization remains secure and resilient.
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Interim Chief Information Security Officer (CISO)
Whether your organization is transitioning between CISOs or requires temporary expertise, our Interim 

CISO services provide immediate leadership in information security. We offer:

• Strategic oversight to ensure the security program aligns with your business priorities.

• Expertise in managing security incidents and mitigating risks during critical periods.

• Development of robust security policies, frameworks, and reporting structures.

• Stakeholder engagement to promote a security-conscious culture across your organization.

Cyber Insurance Advisory
Navigating the complexities of cyber insurance requires expert guidance. Our advisory services include:

• Assessing your organization’s cyber risks to determine proper coverage levels.

• Evaluating and selecting insurance providers with terms suited to your operational needs.

• Ensuring your organization meets insurers’ requirements, including incident response planning and 

security protocols.

• Providing post-incident support to maximize your claim recovery in case of a cyber-attack.
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Security Partner
Building a Stronger Defense for Your Organization How We Work

Our approach is practical, collaborative, and 

tailored to your specific needs. We begin by 

understanding your organization’s current 

security and risk management framework, 

identifying strengths and areas for 

improvement. From there, we work closely with 

your leadership team to develop and 

implement effective solutions.

Our process typically includes:

• Risk Assessment: Analyzing your 

organization's security vulnerabilities and risk 

exposure.

• Strategic Planning: Creating actionable 

plans to address identified risks and enhance 

your security posture.

• Implementation Support: Guiding your team 

through the execution of security measures 

and initiatives.

• Leadership Engagement: Educating and 

empowering executives and boards to 

make informed security decisions.

• Continuous Monitoring: Ensuring ongoing 

improvement to adapt to emerging threats 

and evolving business needs.
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PER SILBERG HANSEN
Executive Advisory – Risk and Cyber Security
BACKGROUND
A seasoned professional with extensive experience across Cyber Security and Enterprise Risk Management, including IT 
Security Leadership, Crisis Management, Supply Chain, and Value Chain Risk Management at operational and strategic 
levels. Proven ability to excel in cross-functional collaboration across global organizations, engaging effectively with teams 
and stakeholders at all levels.

KEY COMPETENCIES
Expert in driving pragmatic, business-focused solutions that deliver measurable value outcomes, including Risk Management, 
IT Disaster Recovery, Crisis Management, and Cyber Security Strategies. 
Skilled in balancing business operations with project objectives, ensuring alignment with strategic goals and communicating 
effectively with project owners and key stakeholders.
Excels in creating impactful results through Leadership, Mentorship, Development, and Empowerment, with a preference for 
tasks involving broad responsibilities and high business impact.

PROFESSIONAL EXPERIENCE
Former roles include senior leadership positions at Prueba Cybersecurity, Improsec – Itm8, Sydbank A/S, Bestseller A/S, Ecco 
Sko A/S, and Danfoss A/S. 
Demonstrated success in implementing high-value projects and fostering organizational resilience

PER SILBERG HANSEN
Executive Advisory – Risk and Cyber 
Security 

+45 5130 3200
psh@monoceros.dk
linkedin.com/in/silberg/

Experience with large 
events
 Crisis Management at +20 

cyber attacks

 Communication crisis / 

“Shitstorms”

 Server breakdowns, network 

failure, etc.

 Natural disasters (major 

flooding, mud volcano)

 Fire, toxic gas outlet

 Strike

 Riots

 Several large fraud 

investigations

EXECUTIVE ADVISORY
Working with boards and executive management
 Business Continuity / Crisis Management
 Enterprise Risk Management 
Cyber Risk Management
 Building security strategies and roadmaps
 Security investments and organizational development
Advising existing Security Management or acting as interim CISO

CERTIFICATIONS
 Bestyrelsesuddannelse – Executive Cognito
CISM (Certified Information Security Manager)
CISSP (Certified Information Systems Security 
Professional)
 ESL (Eksamineret Sikkerhedsleder)
 ITIL Foundation V3
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