
Managed Security Services – Subscription-Based Advisory
Protecting Your Organization Through an Initiative-taking and Comprehensive Managed Service

What You Gain Through 
Our Subscription
• A continuously updated and comprehensive 

security strategy tailored to your organization.

• Predictable, cost-effective access to 

experienced professionals, reducing the need for 

in-house expertise.

• Practical frameworks, tools, and templates that 

evolve with your organization.

Why Choose Our 
Managed Service?
• Scalable Solutions: Adapt the level of support 

based on your organizational growth and 

security needs.

• Proactive Risk Management: Stay ahead of 

threats with constant monitoring and regular 

reviews.

• Cost Predictability: A subscription-based model 

ensures no surprises in cost.

• Long-Term Partnership: Build a strong, ongoing 

relationship with trusted security advisors.

In today’s rapidly evolving threat environment, maintaining a strong 

security posture is not optional, it’s essential. Our subscription-based 

Managed Service for Security and Risk Management ensures your 

organization remains prepared and protected with continuous expert 

guidance, tailored strategies, and firsthand support.

How Our Subscription-Based Service 

Works
Our managed service combines expertise, proven methodologies, and 

regular engagement, ensuring your organization remains resilient to 

emerging threats. 

We use an annual wheel approach to enable proactive planning, 

reviewing and updating your security and risk management throughout 

the year. Key features include:

• Ongoing Risk Management: Regular assessments to identify 

vulnerabilities and implement preventive measures.

• Strategic Advisory: Recurring consultations and reviews with 

executives and boards to maintain a security-conscious culture.

• Continuous Improvement: Iterative updates to strategies and 

solutions based on the latest threat intelligence and organizational 

developments.
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The results
With our Managed Security and Risk Management 

Service, your organization will:

• Strengthen defenses against evolving threats.

• Gain confidence in decision-making and risk 

management.

• Manage crises with clarity, confidence, and 

speed.

• Minimize downtime, financial losses, and 

reputational damage.

• Build a culture of resilience and proactive risk 

management.

What We Deliver in a Managed Service 

Model
Our subscription offering is designed to provide continuous and 

initiative-taking engagement, and we span across four core areas to 

help organizations mitigate risks and respond to crises effectively:

Strategic oversight to ensure the security program aligns with your 

business priorities.

1. Strategic Security Partnering

We serve as your resolute security partner, offering consistent support to:

• Regularly assess and enhance your organization’s security posture 

through ongoing risk evaluations.

• Continuously design and refine risk mitigation strategies aligned with 

your business objectives.

• Ensure compliance with local and international security standards on 

an ongoing basis.

2. Interim Chief Information Security Officer (CISO)

As part of your subscription, our interim CISO service provides seamless, 

on-demand leadership to:

• Align security strategies with evolving business priorities.

• Manage security incidents effectively and reduce risk exposure 

during transitions or crises.

• Develop and maintain robust security frameworks and policies with 

regular updates.
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Partnering for your 
resiliency
At Monoceros Security, we are committed to 

helping organizations thrive in uncertainty. Through 

our subscription-based Managed Services, we 

provide the expertise, tools, and continuous support 

you need to safeguard your people, operations, 

and reputation. Together, we will build a resilient 

foundation that empowers you to lead decisively 

and emerge stronger from any challenge.

3. Crisis Management / IT Disaster Recovery as a Service

Leveraging our extensive experience in managing large-scale incidents 

and cyber-attacks, we provide expert crisis management services to 

help your organization navigate disruptions with confidence and 

resilience.

• Dedicated Crisis Manager – A seasoned expert will be assigned to 

lead your response, ensuring swift decision-making and coordinated 

action. From initial assessment to full recovery, we guide you through 

every stage of the crisis.

• Cross-Functional Coordination – We facilitate the collaboration 

between internal teams, external partners, regulators, and 

stakeholders.

• Communication & Stakeholder Management – We help maintain 

trust with customers, partners, and regulatory bodies through clear 

and timely communication.

• Post-Crisis Review & Resilience Building – After resolution, we provide 

insights and recommendations to strengthen your organization’s 

ability to withstand future disruptions.

4. Crisis Simulations and Training as a Service

We offer Crisis Simulations and Training to help your team respond 

quickly and reduce downtime.

• Realistic, tailored crisis simulations that mirror the complexities of both 

Danish and international corporate environments.

• Hands-on training sessions for leadership teams to strengthen 

decision-making under pressure.

• Detailed post-simulation feedback and continuous improvement to 

build confidence and readiness.Monoceros Security ApS, psh@monoceros.dk, +45 5130 3200
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PER SILBERG HANSEN
Executive Advisory – Risk and Cyber security

BACKGROUND
A seasoned professional with extensive experience across Cyber Security and Risk Management, including IT 
Security Leadership, Crisis Management, Supply Chain, and Value Chain Risk Management at operational 
and strategic levels. Proven ability to excel in cross-functional collaboration across global organizations, 
engaging effectively with teams and stakeholders at all levels.

KEY COMPETENCIES
Expert in driving pragmatic, business-focused solutions that deliver measurable value outcomes, including Risk 
Management, IT Disaster Recovery, Crisis Management, and Cyber Security Strategies. 

Skilled in balancing business operations with project objectives, ensuring alignment with strategic goals and 
communicating effectively with project owners and key stakeholders.

Excels in creating impactful results through Leadership, Mentorship, Development, and Empowerment, with a 
preference for tasks involving broad responsibilities and high business impact.

PROFESSIONAL EXPERIENCE
Former roles include senior leadership positions at Prueba Cyber security, Improsec – Itm8, Sydbank A/S, 
Bestseller A/S, Ecco Sko A/S, and Danfoss A/S. 

Demonstrated success in implementing high-value projects and fostering organizational resilience

EXECUTIVE ADVISORY
 Working with boards and executive management

 Business Continuity / Crisis Management

 Enterprise Risk Management 

 Cyber Risk Management

 Building security strategies and roadmaps

 Security investments and organizational development

 Advising existing Security Management or acting as interim CISO

CERTIFICATIONS
 Bestyrelsesuddannelse – Executive Cognito

 CISM (Certified Information Security Manager)

 CISSP (Certified Information Systems Security Professional)

 ESL (Eksamineret Sikkerhedsleder)

 ITIL Foundation V3
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Experience with 
large events
 Crisis Management at +20 cyber 

attacks

 Communication crisis / 

“Shitstorms”

 Server breakdowns, network 

failure, etc.

 Natural disasters (major flooding, 

mud volcano)

 Fire, toxic gas outlet

 Strike

 Riots

 Several large fraud 

investigations
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